DRAFT 1/27/03 -- 2

12.  Report of the Whois Implementation Committee

In considering the task force’s Policy Report on Accuracy and Bulk Access at its meeting on December 14, 2002, the Names Council adopted a resolution providing in part as follows:

That the Names Council creates an implementation/cost analysis committee, that would look at the cost of implementing the recommendations as they are written and as they may change during the next 30 day period.
That the implementation Cost analysis committee produces a report by 30 January 2003 prior to the Council meeting on February 20 which can be incorporated into the main report.
The structure of the implementation analysis committee would be identical to that of the Transfers implementation analysis committee and would consist of Registries, Registrars and user representation from the WHOIS task force.

See http://www.dnso.org/dnso/notes/20021214.NCteleconf-minutes.html for full text of the resolution.  

The committee created by this resolution (hereafter referred to as the Whois Implementation Committee) subsequently convened and ultimately adopted a final report [link] which is incorporated in this document as Annex C.  The following are the comments of the Task Force on the report of the Whois Implementation Committee. 

The Whois Implementation Committee took a narrow approach to its mission and only offered views on four of the recommendations contained in the Task Force’s Policy Report.  In general, it responded to the recommendations that appeared to it to require action by registrars or registries, and not to those that were primarily or initially directed to ICANN staff or others.  

First, the Implementation Committee offered its views on the Recommendation contained Section 3.1 (III)(A) of the Policy Report:

“Registrants should be required to review and validate all WHOIS data upon renewal of a registration. The specifics of required validation remain to be determined by this Task Force or another appropriate body.” 

The Implementation Committee concluded that this recommendation was implementable.  It suggested that, in order to improve the feasibility of implementation, the text of the recommendation be changed to the following:

“Upon renewal of a domain name, a registrar must present to the Registrant the current WHOIS information, and remind the registrant that provision of false WHOIS information can be grounds for cancellation of their domain name registration.  Registrants must review their WHOIS data, and make any corrections.”

The Task Force believes that this change to its earlier recommendation should be ACCEPTED.  It is certainly consistent with the intent of the recommendation contained in the Policy Report and provides registrars with clearer direction about the actions they should take.  

Second, the Implementation Committee offered its views on Recommendation 3.1 (III) (B) of the Policy Report:

“When registrations are deleted on the basis of submission of false contact data or non-response to registrar inquiries, the redemption grace period -- once implemented -- should be applied. However, the redeemed domain name should not be included in the zone file until accurate and verified contact information is available. The details of this procedure are under investigation in the Names Council's deletes task force.”

The Implementation Committee deemed this recommendation to be implementable.  It suggested that, in order to improve the feasibility of implementation, the text of the recommendation be changed to the following:

“When registrations are deleted on the basis of submission of false contact data or non-response to registrar inquiries, the redemption grace period -- once implemented -- should be applied. However, the redeemed domain name should not be included in the zone file until the registrant has provided updated WHOIS information to the registrar-of-record (in accordance with recommendation 3 below).  The details of this procedure are under investigation in the Names Council's deletes task force.”

 The Task Force believes that this change to its earlier recommendation should be ACCEPTED (subject to comments on “recommendation 3” below).  It is consistent with the intent of the recommendation in the Policy Report and more clearly specifies what has to happen before a redeemed domain name is placed back in the zone file once it has been removed from there.  

Third, the Implementation Committee offered its views on part of Recommendation 3.1 (I)(B)(2) of the Policy Report:

“ICANN should clearly state to registrars that "accepting unverified 'corrected' data from a registrant that has already deliberately provided incorrect data is not [not "may not be," as the advisory now states] appropriate." Accordingly, where registrars send inquiries to registrants in this situation, they should require not only that registrants respond to inquiries within 15 days but that the response be accompanied by documentary proof of the accuracy of the "corrected" data submitted, and that a response lacking such documentation may be treated as a failure to respond. The specifics of acceptable documentation in this situation should be the subject of further discussions.”

The Implementation Committee did not offer any views on the first sentence of this recommendation, presumably because it was directed to ICANN, not to registrars directly.  It did, however, comment on the remainder of the recommendation, apparently treating it as directed to registrars.  It concluded that this part of the recommendation was “NOT implementable in its current form.”  However, it did suggest replacement text, which it presumably thought was implementable.  The suggested replacement text is as follows:

a) Upon receiving a complaint about WHOIS accuracy, a registrar may seek evidence or justification from the complainant.  

(b) If the complaint appears justified, then a registrar must at a minimum send an email to all contact points available in the WHOIS (including registrant, admin, technical and billing) for that domain name with

:  a copy of the current disputed WHOIS information and requesting the WHOIS contact information be updated if the information is incorrect, and. 

a reminder that if the registrant provides false WHOIS information that this can be grounds for cancellation of their domain name registration.

- 

(c)  If no response is received after 30 days a Registrar must place a name in REGISTRAR-HOLD (or equivalent) status, until the registrant has updated the WHOIS information. 

(d) A registrar must take commercially reasonable steps (e.g. apply some heuristic automated data validation techniques (possibly via an automated tool centrally provided by ICANN)) to check that the new WHOIS information is plausible.

(e) If within 60 days of the contact information being updated, an ICANN accredited dispute resolution agency informs the Registrar that the data is still incorrect, then the name will be placed in REGISTRAR-HOLD status until the dispute is resolved.

The Task Force believes that this change to its earlier recommendation should be ACCEPTED in large part.  Specifically:

Paragraph (a) should be ACCEPTED.  The Task Force notes that the uniform complaint form which it recommends continue to be provided by ICANN (see Recommendation 3.1 (I)(A)(4)) should include a field in which the complainant is asked to provide a brief justification for or evidence in support of the complaint.  This would make it unnecessary in many cases for registrars to exercise the option to “seek evidence or justification from the complainant.”  (We interpret the word “justification” to mean “reasons why the complainant believes the Whois data is inaccurate,” and use it in that way ourselves.)  

Paragraph (b) should be ACCEPTED.  The Task Force notes that it has recommended that “registrars should be encouraged to develop, in consultation with other interested parties, “best practices” concerning the “reasonable efforts” which should be undertaken to investigate reported inaccuracies in contact data (RAA Section 3.7.8).”   The “minimum” suggested by the Implementation Committee could be supplemented by these best practices. 

Paragraph (c) should be ACCEPTED, BUT the time period should remain at 15 days, as it is in the current Registrar Accreditation Agreement.    As the Task Force noted in its Policy Report, in Recommendation 3.1 (I)(B)(3),  “There is not a consensus on the Task Force (taking into account comments received) that 15 days without a response is a sufficient time period to establish a material breach in all cases. ICANN should work with registrars, over the next 6 months, to monitor and collect more extensive data on the specific impact of the 15 days period in RAA 3.7.7.2, and its actual implementation by registrars, on good faith registrations, in particular from developing countries, that are subject to accuracy inquiries.”  The Task Force has also recommended that this data collection effort should be a high priority for future work (see Recommendation 3.1(V)(1)).  The Task Force reaffirms these recommendations.  Since the Task Force did not recommend a change in this contractual provision, it appears to be outside the scope of the Implementation Committee’s assignment to make this recommendation.  Furthermore, the recommendation to allow challenged data for which no response is received to remain in place for 30 rather than 15 days does not appear consistent with a system that establishes as a minimum requirement that efforts be made to contact the registrant via e-mail, where the argument for an extended time period for response is less strong than in the case where postal mail is being used. 

Paragraph (d) should be ACCEPTED, with the following caveats:  (i) the use of an ‘automated tool centrally provided by ICANN” should be optional if another commercially reasonable validation technique is available; (ii) the steps to be taken if the newly provided information proves to be implausible need to be spelled out.  

Paragraph (e) should NOT BE ACCEPTED AT THIS TIME.  It appears to contemplate the development of an entire dispute resolution procedure (including ICANN accreditation for providers of this service) which does not exist at this time.  This is a worthwhile topic for further discussion. However, for now, it may be necessary to specify that registrars may find a material breach of the obligation to provide and maintain current and accurate contact data when it is commercially reasonable to do so in either of the following situations:

(i)  When a registrant submits (in response to a complaint) new contact data that is determined to be implausible by (at a minimum) commercially reasonable heuristic automated data validation techniques;

(ii) When a complainant submits further evidence establishing that the new data submitted by the registrant, though not implausible, is materially false.  

Fourth, and last, the Implementation Committee provided its views on Recommendation 3.2 (II)(1) of the Policy Report:

There is consensus that use of bulk access WHOIS data for marketing should not be permitted. The Task Force therefore recommends that the relevant provisions of the RAA be modified or deleted to eliminate the use of bulk access WHOIS data for marketing purposes. 

The Implementation Committee construed this as a recommendation that “registrars modify their bulk WHOIS access agreements to eliminate the use of data for marketing purposes.”  In fact, the Task Force’s recommendation is that registrars be REQUIRED to make this change in their bulk access agreements.  The Implementation Committee did not recommend any changes to the revisions to the RAA in this regard that were suggested by the Task Force in its Policy Report.   

The Implementation Committee concluded that “there is a need to clarify the definition of “marketing purposes”.  This may require a small working group to define, possibly just in the form of examples (but not limited to) of marketing activities covered.”  The Task Force agrees with this observation.  

