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CADE:  We should probably do a roll call while we're waiting.  And I didn't hear Glen (ph) yet.  No?  OK.  Then I shall (ph) be forced to do this for myself.  Let's see if I can do this here.  I heard Tony (ph).  So we have the co-chairs here.  I heard Kristy (ph).  I heard Karen (ph).  And we'll get Thomas (ph) and Abel (ph) back.  Who else do we have?
CADE:  Mr. Matalitz (ph).  I have to be formal.  He's here in the city, you guys know (ph).  And who else?  I don't hear our guest speaker yet, so I'll just ...
ALAN DAVIDSON (ph):  I just joined in.  Hi.
CADE:  Hi. 
DAVIDSON (ph):  And this -- and this is Alan Davidson (ph).  Hello.
CADE:  Thank you, Alan (ph).  And do we have Thomas (ph) back yet?  Not just yet, and we are missing Rom (ph), Tim (ph), Phillip (ph) and -- Ben (ph), Phillip (ph) and Tim.  We don't have any of the ...
CADE:  What I was trying to say is we're missing all three of our registrar participants, and we are missing Rom (ph), but we have Karen (ph), so we have representation from the registry constituency (ph).  Alan (ph) had kindly sent out a short set of PowerPoints for us, and I just want to review with you guys what Tony (ph) and I had proposed as the agenda and, then, really get us going.  That was to hear a bit from ...
CADE:  Thank you.
THOMAS ROESSLER :Sorry for holding (ph) up (ph).
CADE:  That's OK.  We're -- welcome back.  So we will hear sort of a brief, sort of, factual set of data points about privacy issues, broadly.  Then we will talk (ph) through each of the four admissions (ph) and try to figure out how we get interim (ph) posted tomorrow.  We do have -- do we have a new player (ph) joining (ph) us?
CADE:  OK.  So why don't we get started with an introduction of who Alan (ph) is?  And, Sara (ph), can I turn over to you to just sort of explain to folks who Alan (ph) is?  Many people may know Alan (ph) from his attendance and participation at ICANN meetings.  
So we'll have that start (ph) like that, and, then, we'll go through our various -- our four areas and try to wrap up today and publish our interim report tomorrow.  But we also need to make drafting assignments on the rest of the final report.  And you guys saw my e-mail about my limitations and accessibility for two weeks.  Glen (ph)?  Hello?
CADE:  That's much better.  Thank you.  Sara (ph), can we just turn this over to you to introduce Alan (ph)?
SARA (ph):  Sure.  Alan (ph) is Associate Director at the Center for Democracy and Technology in Washington, D.C.  He has been very active on ICANN issues in general, but has a lot of expertise in the privacy area in particular, which is why we asked him here today, just to give an overview of what he sees as the main privacy issues to do with WHOIS data.  
So he's just -- I sent around his presentation already.  He's just going to run through that pretty quickly and be available for our questions, so over to you, Alan (ph).
DAVIDSON (ph):  Great.  Thank you, Sara (ph), and thank you -- thank you for inviting me to join in.  I mean, I -- we've circulated a set of -- a PowerPoint presentation that's just a variation and update on something that I had presented at WIPO (ph) last year.  But let me just say -- I mean, I -- it's more of a -- I present it more as a chance to provoke questions and discussion, because I'm sure this is a group of people who are very expert in the -- probably almost all of the issues that I'm going to raise.  
So please take this as just, perhaps, another data point from another group that's spent some time thinking abut the privacy issues involved here.  So I will move through this quickly, though, certainly, feel free to interrupt me if there are any questions or comments.
I'm looking (ph) at PowerPoint.  I'll reference it just so folks know where I am.  I think the goal of our -- of this chat, and in general, for us is to present a set of questions -- a framework for thinking about the privacy issues that are raised by access to DNS registration data.  On the second -- what -- page two of this PowerPoint -- it says two in the lower right-hand corner.  
You'll see this is the -- I think most of us who are involved in thinking about the privacy issues certainly recognize the context, which is the broad need for many people to have access to registrant data for many different reasons, which this group is, of course, incredibly familiar with -- technical stability, law enforcement requirements, consumer protection -- consumers themselves have a great interest toward (ph) in (ph) having access to some of -- some parts of this database.  
Intellectual property protection, promoting competition -- there are probably other things that could be added to the list, but it -- I just want to say we certainly acknowledge that there are, you know, a broad set of interests and (ph) access to the information.  
On what is slide three in the presentation that I sent around -- I think it's important, from our perspective, to recognize that there are a spectrum of DNS registrants, and that's really where the heart of the problem is, I think, in that there are a range of registrants from -- ranging from individuals to people who are -- or to companies and corporations doing business on the Internet.  
And there are (ph) probably different privacy expectations and different privacy rules that we might imagine for different types of users.  So individuals will have very different -- or just registering domain names for their own personal use for noncommercial purposes -- may have a very different set of reasonable expectations of privacy than companies do, and that -- that's important in -- when we thing about access to registrant data.  
If you turn to the next slide, certainly this is something that you know -- this is slide four.  You know, the other piece of that equation in the context for the privacy issues are both what data is being collected and what kind of access to that data is being provided.  And so I don't have to tell you folks what kinds of information is being collected, but, certainly, we're talking about name, address, phone and e-mail, or technical, billing and administrative contacts.  
Some of that information, in some context, will be relatively sensitive.  The other piece of that equation is who has access to that data, and, of course, we're talking about a data that's going to be widely available -- fully available -- to the public, quickly and as completely as possible for anybody who's online.  And, of course, there's also bulk access, which raises it's own set of issues.  
Slide number five -- the privacy questions stem from this combination of facts.  And I think you can sort of start by noting that there's, of course, going to be a very wide range of cultural perspectives and national laws (ph) that apply to access to this type of data (ph), but the first key privacy question is personal information being collected.  And for businesses, of course, for that spectrum -- part of the spectrum of users, the answer is almost certainly probably not.  
But for individuals, some of this information can be -- is personally identifiable and can be very sensitive.  And so, of course, something like a phone number, particularly if it turns out to be a home phone number, for an individual who's registered a domain name, is a very -- could be a very sensitive piece of information.  
Of course privacy is somewhat idiosyncratic.  So for some people, their home address may be something that's very sensitive.  To some people, an e-mail address may be sensitive.  But, certainly, I think, you have to recognize that for some portion of this spectrum of users, some of the information that we're collecting is going to be sensitive.
The second key question is there going to be an expectation ...
CADE:  Thank you.  All right, Alan (ph).
DAVIDSON (ph):  Thanks, Marilyn (ph).  Saving me here.
CADE:  Alan (ph), I was afraid you were going to say something I disagreed with, and I wanted to hear it.
HARRIS (ph):  No.  Actually, we need some cough medicine on the call.  
DAVIDSON (ph):  This is the nature of the beast, I'm afraid -- these conference calls.  Well, anyway, I was just going to say, you know, in addition to this -- so if you're talking about key privacy questions, one is personal information being collected.  And then the second question is  there some kind of expectation of privacy in that information.  And, again, for individuals, the answer is almost certainly yes in some -- in some of these contexts.  
For businesses, in many cases, the answer is no.  I recognize that there may be a gray area there, and sometimes it's very difficult to tell, sort of, the individual, noncommercial users from a business user, especially for people who may be running small businesses on the Internet from their home.  And so they have to put out their home address in the -- in their contact information, even though they're using this domain name for a commercial purpose.  
Recognizing that there is this gray area, I think it's also fair to say that there are people on both ends of the spectrum who have different kinds of expectations of privacy.  Businesses and corporations, being, of course very used to providing this kind of information widely -- individuals engaging in noncommercial uses who may feel that they have a real expectation of privacy in the kind of data that they might have to provide in a WHOIS database.  
So how do we -- you know, there are another set of questions that arise in the privacy context, which is my slide six.  If there are these reasonable expectations of privacy for end -- for users, are we following fair information practices?  Is that information being protected?  And I think there are some critical piece components of the fair information practices that are challenged here, starting with just, sort of, notice and choice, which are kind of touchstones in fair information practices.  
I think there's probably a set of users out there who don't really even know that this information's being collected or used in a particular way and a highly available way and who don't feel that they have a lot of choices about it or have given their consent to it.  But an even bigger question, and a harder one, I think, to answer, is the data being used primarily -- just for the purpose for which it was collected?  
And I think that's really the heart of the problem that we face, which is there are a set of very clearly understood and acknowledged bona fide uses of this data.  But at the same time, a lot of us worry about not just how will it be used by law enforcement, but how might it be used by -- for marketing purposes, for unsolicited e-mails, for potential nefarious uses, for government persecution of speakers on the Internet -- I mean, there's a range of scenarios, but the issue is really can we find any meaningful way to control against secondary uses of the data or to limit secondary uses of the data, beyond the primary purposes, that we might all agree with.
So how do we -- how might we do that?  Let me just try to wrap up on my seventh and eighth slide.  I've listed a set of ideas for how you might go about stressing some the individual privacy concerns.  Certainly, public education is a key component here.  As I said before, I think a lot of people -- a lot of users -- may not know how their -- what data's being collected, really, or how it's being shared and may not understand what alternatives they might have and giving people a clear understanding of alternatives to registration in the DNS, such as -- registration through third parties or putting up their Web site on a third-party Web server or ISP might be reasonable alternatives for people.  
At the same time, we've always felt that access to the DNS is important, and, so, providing ways for individuals to protect their privacy, in a DNS context, there are some ideas that a lot of people -- you know, there are a lot of ideas that people have talked about that seem worth pursuing.  One is certainly allowing proxy contacts, i.e. third party -- kind of like what we have in -- what we call unlisted telephone numbers here in the United States in the phone book, where your phone number may not be listed in the phone book.  It's a service that you can pay for, and, certainly, we would think that there might be ways for third parties to be the proxies for individual registration data.  
Some other ideas really stem from, I think, the concept of tiered access, i.e. different kinds of access for different kinds of purposes.  This is very hard to achieve, but we do it in a lot of other contexts.  Certainly, in most countries, law enforcement agents, for example, are able to get access to information about people that -- under certain kinds of rules of law.  And if we could try to find ways to differentiate between the bona fide uses, whether its law enforcement or intellectual property protection or consumer protection and the secondary uses that we don't agree on, such as access for marketing purposes or access for Spam, we might actually be able to make some real progress.  
And I note that there have been some really interested -- interesting work being done, both in the GTLD (ph) space and the CCTLD (ph) space, about different kinds of access to different parts of this database.  If the issue is just getting a name of a registrant for law enforcement purposes or just getting an address to serve process, maybe that information should be more available than phone numbers.  
Dot name -- of course, you folks are familiar with the proposals they've been working on.  I think some just interesting ideas about whether we could come up with systems that make it possible for those bona fide users to register or to have to leap some low hurdle, so that we -- so that we -- so that the database is not completely available to everybody, but it is available to those who need it.  
And coupled with that -- serious audit mechanism to make sure that the database is not being misused by those who are given access to it.  And I think those -- that kind of range of tiered access capability may be, I think, very fruitful, and it seems to us that, like I said, both in the GTLD (ph) spaces with dot name, but also -- our impression is that in the CCTLD (ph) space, there are a lot of different thoughts out there about how -- and reflecting different cultural norms -- about how access might be given to different pieces of the database.
And I guess the last thing I would add is the notion of acts performed for (ph) bulk access capability.  I suspect this is something you folks have been thinking about.  There are a lot of reasons why bulk access has been viewed as important, but if there ways to make sure that there were not -- the secondary uses of that data were being controlled in some meaningful way, that would be a major step forward in trying to protect privacy. 
So, anyway, I just raise these as -- not saying that any one of these is a -- as we say, a silver bullet or the clear answer.  But there seems -- it seems to us, having looked at this problem for a little while, that there ought to be a way to provide those who should have access with access and still try to mitigate the real privacy problems that exist, especially for individuals who may not really understand what they're getting themselves into when they register a domain name and who suddenly find very personal information about them very widely available.  
And I think there's -- there should be a way to strike a balance here, and we just present these set of questions and ideas to continue the conversation.  And it seems to us that this is a conversation that needs some continuing, in the sense that there seems to be some potential answers, but it's a little bit of work to try and make them reality.  So we look forward to your questions and also being part of any continuing discussion that goes on about this and appreciate the chance to be here on the phone.
CADE:  Thanks, Alan (ph).  Can we open it up to questions from anyone on the call?  And, Tony (ph), should we start with you, as the co-chair, to see if you have any comments or questions you'd like to make?
HARRIS (ph):  Actually, I was following this very closely, and the slides also, and I was just wondering if you -- if you have any preferences amongst these items, which you've set out here.  I mean, it might -- I sort of got the gist that you might favor an approach with limited access to information.  Am I correct?
DAVIDSON (ph):  Well, I think that -- let me just say, first of all, I think that, you know, it -- any approach is probably going to use (ph) several different pieces of this.  And so, you know, something like educating users about what's -- giving users better notice is sort of -- almost goes with anything.  Right?  
But I think that coming up in different contexts, with different approaches, limiting access to some of the data, seems, on its face, to make a lot of sense to us.  And I think the dot name example is a very good one and -- you know, where you can isolate out -- it's the easiest case, because, there, you know -- well, I shouldn't say it's easy -- it's an easy case -- but in situations where you're more likely to have individuals and data relating to individuals, it seems to us to make sense to start by thinking about whether you could limit access -- not to all data, but some of the most sensitive data -- and provide ways to, again, have a low barrier for those who are, kind of, the bona fide assessors of this data  
So that's probably our -- where we would initially look.  But I recognize there are a lot of problems with that, and that's why some of these other things are very attractive. 
The other one that I was going to add is, you know, I think the idea of audit mechanisms and maybe even providing notice to users who ask for it -- about who is getting data information about them ...
CADE:  Alan (ph), can I ask you to clarify something for us ...
DAVIDSON (ph):  Sure.
CADE:  ... before you go on though?  You are now -- you now appear to be -- and this is just a question.  You now appear to be grouping all categories of registrants into a single bucket.
DAVIDSON (ph):  Right.  And I ...
CADE:  Is that your intent?
DAVIDSON (ph):  No.  No, and I -- thank you for mentioning it.  I was trying to be clear, when I was talking about dot name, to say, you know, ideally we would try to find ways to differentiate between different classes of users, because, as I said, I think there are different expectations for different classes of users.  Now that is, in practice, of course, very difficult.  It may be more possible within some CCTLD (ph) communities than others, for example, depending on how the structure within the second level -- within the -- within the TLD (ph) -- what kind of secondary structures there might be.  
Like if there were -- you know, if a -- if a country had a dot name of its own, for example.  But I also recognize there's a lot of uneasiness with having a lot of different rules out there.  I mean, that makes it very hard for law enforcement and intellectual property protection.  
So, Marilyn (ph), I think your point is well taken, and I agree with it, which is that it'd be -- we should try to find different rules and apply them to different sets of people where we can.  I recognize that that could be somewhat limited.  I mean that there are practical problems with that.  Does that make sense as an answer, Marilyn (ph)?
CADE:  Does that -- yes.  Tony (ph), does that address your question?
HARRIS (ph):  Sure.  I'm happy with that answer.
DAVIDSON (ph):  And, Sara (ph), I mean, you should feel free to jump in, if I've -- you know, I'm certainly -- you folks have a different ...
SARA:  No, I think you're doing fine.
DAVIDSON (ph):  OK.  I was just going to finish -- follow-up.  I as saying something lese, which is the other thing that seems very promising is this notion of audit and, even, perhaps, notice to users about who is accessing their information, no pun intended.  
I recognize that you may not, for a law enforcement purpose, want to always tip off the person who you're investigating.  But it seems that there might be some possibilities in providing deferred notice over time.  This could be a very powerful tool for users to be able to find out if their data's been accessed a lot or not.  I -- honestly, I haven't really vetted this with very many people.  I'm just mentioning it on the call, because I think you folks are in a position to really investigate, you know, some of these ideas and finding ways that provide real access without -- you know well, minimizing the privacy impact.  This could be one of them, and I think that should be the goal.
CADE:  Again, are you restricting that to individual data, or would you include, in that ...
DAVIDSON (ph):  That one -- I would day that that one is one which you might be able to find (ph) lots of people -- to -- across the board.  It would get you out of the -- because I don't -- again, you're providing total access in this case.  You're providing some sort of audit mechanism, after the fact, to find out -- for people to find out quote, unquote, who's been accessing their data (ph).  
And that may not -- that may be a reasonable -- I don't know the answer, but I think that that might be something you would feel comfortable applying across the board and would you get you out of this sticky problem of trying to figure out who's noncommercial and who's commercial.  Right?
CADE:  I would merely make a comment that I believe that would -- that could add considerable costs, if we were talking about fighting (ph) information of that nature -- about 30 million domain names.
DAVIDSON (ph):  Well that might -- that actually may be really true, and that's why this may be -- this is just a starting point for conversation.  That's a very good point.  So maybe this is something that's best applied first in contexts like dot name, and I think they are putting something like this together.
CADE:  Can I -- could I pick a queue?
DAVIDSON (ph):  Yes.

STEVE METALITZ: Alan (ph), this is Steve Metalitz (ph) -- if I could get in the queue.
CADE:  OK, Steve (ph).  Anyone else?
LAURENCE DJOLAKIAN (ph):  Yes.  LAURENCE DJOLAKIAN (ph), as well.  I would like to ask a question.
CADE:  Sure (ph) -- LAURENCE DJOLAKIAN (ph).  Anyone else?  We'll start with this -- can I ask, first of all, has anyone else joined us, since we did the roll call at the beginning of the call?  Do we have Rom (ph), Tim (ph), Phillip (ph) or Ken (ph) with us?  OK.  Let's keep going.  Steve (ph)?
STEVE METALITZ (ph):  Thank you.  Alan (ph), I appreciate this presentation.  I think it was excellent review of some of the context of the discussions that have gone on about privacy.  I really have two questions.  One is you mention on slide six -- and this is obviously important for any privacy analysis -- is the data used solely for the purpose for which it was collected.  And I think it's not that easy to state, or we might not all have agreement on the purpose for which WHOIS data is collected.  
Do you have -- I mean, I could give you my viewpoint on it, but it might well differ from that of others.  These registrars might take the view that the way that data is collected is for the purpose of billing and -- you know and serving their customers, period.  Others might have a much more expansive view of it.  What do you think there -- have you thought about what the purpose is that would define whether a use is primary or secondary in this context (ph)?
DAVIDSON (ph):  Right.
STEVE METALITZ (ph):  How would you define it?
DAVIDSON (ph):  Well, I think your -- first of all, it's an excellent point, and it is a very -- you know, it's a -- it's a -- the context -- the question of what is the purpose for the data -- what's the primary purpose -- is kind of a -- it's been a moving target.  It's changed over time.  I think people originally really emphasized the technical stability reasons behind the database, and it's now been expanded to a lot of other social purposes, like law enforcement or intellectual property protection. 
And so I tried on my -- on a slide, which is slide two, to try to articulate what we sort of see as -- what I should call more of -- maybe the more-widely agreed upon, bona fide, primary purposes for collecting the data.  And it includes technical stability, law enforcement, consumer protection and intellectual property protection and promoting competition.  Now that gets pretty broad.  I recognize that.  
But I would say, from my own perspective -- others my disagree -- you now, that there's  a community consensus that there -- there's a pretty -- that those are the kinds of reasons -- purposes for which the data is being collected and for which access should be given.  
I guess the secondary uses that we would say are clearly not in the box, include you know, unsolicited -- you know, used for marketing purpose beyond -- by those who are initially collecting the information.  And, certainly you know, kinds of criminal uses don't fall into the primary purpose category.  Does that help at all?  I'm not sure if it's a complete answer, but it gives you a sense of some of the things we thing are in the box.
STEVE METALITZ (ph):  No.  It does help, but, of course, as you're saying, because it's a rather broad definition, it becomes difficult, for example -- and this leads to my second question, which is the difficulty of distinguishing individuals from non-individuals, if you will ...
DAVIDSON (ph):  Right.
STEVE METALITZ (ph):  ... in this context.  I think it's a big problem on both sides, not just the registrant side, where it is a problem that's almost impossible to solve with a great deal of reliability, but also on the requestor side.  And this is, I think, something that has to be taken into account in some of the solutions that are proposed.  I think you make the very good point that some of the users of WHOIS data, for the purpose for which it was collected, are individuals -- individuals concerned about consumer protection -- just really wanting to know who they're dealing with online.  
And, so, for that reason, it becomes difficult to figure out where they might fit in a tiered access system, or what protection they might have against being identified as someone who (ph) is (ph) dating (ph) his (ph) query to a business or to -- or through some other registrant.  So it becomes -- I think it's difficult on both sides, because we don't really have a reliable way, in this environment, of telling  ...
DAVIDSON (ph):  Right.
STEVE METALITZ (ph):  ... if someone is acting on their own behalf, and when they're acting on behalf of an institution.
DAVIDSON (ph):  Right.  And I think -- yes.  I completely agree.  Steve (ph), it's a great point.  I think that -- I agree with that.  I think -- you know, part of the problem, then, becomes that either all individuals are then subject to the same rules that we might want to apply to those who are doing business on the Internet, or all those who are doing business on the Internet are subject to the same rules as those who are individuals.  
That's, of course -- the attractiveness of trying to make that distinction is to get us away from that lumping everybody together.  I guess the most -- it seems like the most fruitful place you might be able to do that are with some of the TLDs (ph), or if there were spaces on the Internet that you felt comfortable -- that you could say they're dominated by a particular kind of user.  Maybe that's one approach.  I mean, again, we're in -- we're still in the searching-for-answers mode.  
I guess the tiered access concept -- and I'm -- not to pick on dot name.  I'm just sort of a little familiar with what they've been trying to come up with.  It seemed to us that you could come up with something that wasn't a big hurdle, either for -- you know, I mean, an intellectual property owner who's trying to find out information or even, eventually (ph), for an individual.  You know, if it's a really cheap thing.  Or if it's just filling out a registration form.  You know, it's a pain the neck, but you can do it, and, then, you've got access.  
Those seem to be the kind of low barriers that you could imagine applying, and that wouldn't be to onerous, even for individuals.  Does that make sense?  Anyway ...
STEVE METALITZ (ph):  Yes.  I think that's -- I think that's -- I appreciate that response ...
DAVIDSON (ph):  Yes.
STEVE METALITZ (ph):  ... and, actually, I think you're also right that dot -- this is why dot name is a good place to begin discussing this, although, even there, I think  ...
DAVIDSON (ph):  It's not so straight.  It's not so cut and dry.
STEVE METALITZ (ph):  Yes.  Yes.
DAVIDSON (ph):  I agree.
STEVE METALITZ (ph):  OK.
DAVIDSON (ph):  Anyway -- and Id' be rally interested sometime, maybe offline, in hearing what you've been thinking about their proposal, because ...
STEVE METALITZ (ph):  OK.
DAVIDSON (ph):  ... it's just -- it's interesting.  I'm sorry.  There was somebody else, and I ...
CADE:  LAURENCE DJOLAKIAN (ph)?
STEVE METALITZ (ph):  I think LAURENCE DJOLAKIAN (ph) was next.
LAURENCE DJOLAKIAN (ph):  Yes.  I cannot hear you at all, so I try to ask the question.  I don't know if I will hear the -- will hear the answer.  
I was a little bit surprised, Alan (ph), by the fact that you refer in your presentation, which is very well done I would say, to sensitive information -- and when you refer to sensitive information, you said you included telephone number.  And I was wondering -- don't you think that when someone decides to have Web site and, therefore, to -- in a way to provide information to the public that we can really -- that this person should not agree to have some data, at least available as well, and, in particular, its contact details?  
And then I wonder if we can consider that a telephone number can be considered as sensitive information.  I'm a little bit surprised about that.  And for your information, we've got an instrument in Europe -- an electronic commerce directive, which refers to the type of information that must be given by a person who decides to have a Web site.  And I cannot tell you by heart which type of information is listed, but I think that at least the address, and I would say the phone number, of this person should be available.
So I was little bit surprised that you refer to telephone number as a kind of sensitive information to provide.
DAVIDSON (ph):  Well, let me tell you.  I think it's a very good question, and I hope you can hear my answer.  But I will try -- I mean, I -- first of all, I insist (ph) that some of this is certainly going to vary from country to country.  Right?  This is very cultural in some ways -- what is sensitive.  I am, actually, surprised to hear that every Web site operator in Europe must provide a telephone number, although, perhaps, I shouldn't be, but others may be more knowledgeable.  I did not think that was the case in every country in Europe, although I know there are some countries where that is true.
LAURENCE DJOLAKIAN (ph):  It's not yet.  -- it's one provision of the electronic commerce directive ...
DAVIDSON (ph):  Well ...
KAREN (ph):  ... but I cannot tell you it's ...
DAVIDSON (ph):  Well, one vehicle  (ph) ...
CADE:  Alan (ph)?
DAVIDSON (ph):  Yes?
CADE:  Just a placeholder -- you know that that directive is not yet fully in force?.
DAVIDSON (ph):  I know.
CADE:  OK.
DAVIDSON (ph):  Well, what I was certainly going to say is that it -- certainly in some places, it's viewed that, you know, one of the wonderful things about the Internet is the fact that it does give so much capability to individuals, particularly, and small businesses, which are, of course, a different case, but particularly to individuals and noncommercial speakers to have a presence on the Internet.  
And for many of those -- in many places, I think, it's viewed that you should not have to sacrifice your privacy in order to have that presence, especially for noncommercial purposes.  And so maybe -- there may be some consensus in some places that people must identify themselves to speak online.  There probably is not a clear consensus on what -- and I know that consensus is a very loaded term at ICANN, so forgive me for using it.  But I don't know that there's wide, international agreement about what details should be provided by somebody who's speaking on the Internet.  
And so I know that for many people, for example, in the United States, the idea that in order to publish a Web site you might be forced to put up your home address and home telephone number, if you're not doing it for work purposes, I think that would be of concern to some people, from a privacy pint of view.  I don't think people in the United States are alone in thinking that.  So that's why I mention it.  But I recognize that it's -- different countries will have very different practices.
KAREN (ph):  Marilyn (ph), it's Karen (ph).  Can I -- can I make a comment on this point?
CADE:  Sure.  Let me se if anyone else wants to be in the queue besides Karen (ph).
KRISTY (ph):  Kristy (ph).
CADE:  Kristy (ph) -- OK.  Anyone else?  Karen (ph), you're up.  Go on.
KAREN (ph):  Just to your point -- the UK Commissioner, when we were drafting our WHOIS specifications I -- to -- you know, a year or so ago, the information that they were very sensitive about, for dot name registrants, were their phone number and their e-mail address.  And this is why we've had to come up with a tiered system to -- I mean, they understand that certain (ph) searchers legitimately need that information, but thy were very sensitive about publicly including that phone number and e-mail information -- on a -- you know, a generically, publicly-available database.  So for them, the phone number was actually considered, you now, personally identifiable information.
DAVIDSON (ph):  Yes.  And, again, I think it's a really good point and -- this (ph) is (ph) -- now (ph) -- and I was just going to say remember, again, now we're really talking about individuals here, not companies.  Right?
KAREN (ph):  Right.
LAURENCE DJOLAKIAN (ph):  Yes.  I think on this point it may be -- I would consider that the purpose of the -- of the processing and the collection is -- would be an important point to see.  You know?  It's -- just to see, as well, what if this collection -whether the processing would be legitimate or not and maybe providing more information about the person, who (ph) is going to provide information -- being more transparent and say your data and maybe used for this purpose, which is considered a legitimate purpose, would be one way to evade the problem, maybe, for more transparency. 
DAVIDSON (ph):  Well, certainly that would help.
CADE:  So -- well, shall we go on then to Kristy (ph)?
KRISTY (ph):  OK.  I had a just a couple of notes here.  First off, in the United States, it's really inexpensive to get a post office box or to use space at Mail Boxes Etc., and those are acceptable addresses, even if you sign up for a "doing business as" at, you know, your local state capitol.  The second thing is there are services like Ureach (ph) that are free 800 number services you can use for your phone and fax numbers worldwide.  
So it's pretty inexpensive, at least in the United States, for those two services.  I just wanted to mention that.  I have a question, though.  
It has to do with your slide that talks about using proxy contacts, and I'd just like for you to clarify.  When you say proxy contact, are you being really broad and saying, you know, ranging from the use of mail-to forms, instead of e-mail addresses at the registrar level, that would force the registrar to provide some sort of a mail server to their clients for -- you known to use to hide their addresses.  And, then, you know, maybe you're also referring to business -- using another business to register the domain and handle that contact with the registrar.
Could you just be more specific about what you mean with proxy?
DAVIDSON (ph):  Well, and I guess I am sort of envisioning a range of services that you can imagine being provided.  I think it's probably the -- it's probably the full range of those kinds of things.  I think, you know, when we're talking -- what we're really trying to figure out is there a way for an individual, who cares -- who feels that this information is sensitive, to, you know, still be able to register a domain name and still be able -- and to sue it, but to not, necessarily, have to make all of this most sensitive information completely available.  
You know, the attractiveness of having a third party -- it's just sort of -- it's almost exactly like -- the Mail Boxes Etc. or the 1-800 number that you just mentioned is almost exactly what I'm thinking about, which is ...
KRISTY (ph):  Perfect.
DAVIDSON (ph):  ... you know, is those kinds of services that are available.  But I don't think it has to be anything much more sophisticated than that.  I think it's contemplated in the current agreements, and it's -- you know, certainly a lot of companies do this.  Right?  I mean, there's certainly a lot of major companies that outsource their domain name work.  Right?  And if you look up there who is the contact information, it doesn't say -- it doesn't list anybody at the company.  It lists somebody somewhere else.  
And the question is could you find ways to make those services more available to the individuals who are -- where the real privacy concerns are.  And I don't know whether it's -- how you'd -- certainly you want to make sure you develop a system that allows that to happen.  We wish we saw more of it in the marketplace right now, and, hopefully, there will be one.
KRISTY (ph):  Thank you very much.
DAVIDSON (ph):  OK.
ROESSLER (ph):  This is Thomas (ph).  Could I get on to the queue please?
CADE:  Sure, Thomas (ph)?  Anyone else?
STEVE METALITZ (ph):  Marilyn (ph), if I could get into the queue again also.
CADE:  Sure.  So I have Thomas (ph), and, then, I have Steve (ph).  Anyone else?  One -- has anyone else joined us since we started the call?  OK.  Go ahead, Thomas (ph).
ROESSLER (ph):  I'd like to come back to LAURENCE DJOLAKIAN' (ph) point about publication duties arising from the electronic -- the electronic commerce directive of the European Union.  First of all, I'm pretty sure that they are not mandating publication of a telephone number.  In fact, I'm -- even if they would, as far as telephone numbers and e-mail addresses are concerned, I think, there, we should make a distinction between the kind of address you would publish on a Web site for contact and the kind of address you would publish -- that you would give your service provider if they want to contact you in urgent cases.  
I have strong doubt that, for instance, AT&T is giving the legal department e-mail address as a contact address for inquiries on their Webs site.  There are different kinds of address you can give there.  So this argument probably does not justify publication of e-mail addresses and phone numbers as they are given to registrars for use, as related to domain name.  I think there really must be -- must be separated when thinking about these things -- must, in particular, be separated, of course, for private individuals.  You don't want to be called at home for marketing, but you may wish to be called at home when your domain name is about to expire, and you didn't pay the bill.  
To me, that's an important distinction, and, so, I think, there is, indeed, a privacy argument, which can be made here, even when there are duties to publish things on Web sites.
CADE:  Thomas (ph), I'm -- before you go on, would you just clarify again -- you learned that AT&T did what?
ROESSLER (ph):  I said I wouldn't expect that AT&T gives their legal -- gives the legal department direct phone number for customer care.
CADE:  I was just going to say -- for customer care -- right.  I wanted to be sure.  We probably do, however, use our counsel for the registrant contact information, if it's our company name.  And we use a system admin contact for the technical contact and an administrative contact for the administrative person.  So -- but not all companies do it alike, and I've found great variances when I've spoken to companies about even the contact information that they provide when -- even when they -- it is clearly an employee function to be the contact.
ROESSLER (ph):  That's precisely the point I was trying to make.  If you have a duty to make some contact address available for the general public on a Web page, this will, in general, not be the same address you make available to your registrar for reaching you on business.  That was really the point I was trying to make.  So thanks for the confirmation.
CADE:  And -- Steve (ph) -- or I don't know.  Did you expect Alan (ph) to respond or ...
DAVIDSON (ph):  Well, I'll just jump in and just say, you know, I think this, again, is another good example.  I mean, we're talking about a medium, as all of you know, where, you know, part of the promise of it is that individuals will have a chance to do more of these kinds of things, including publish Web pages and have a presence online.  Certainly, there are a lot of people selling domain names, who hope that individuals will be buying them.  And, in that world, you know, this is exactly the kind of tension that we're going to face.  So there you go.  Good point.
CADE:  Steve (ph)?
STEVE METALITZ (ph):  Yes -- just two, quick observations.  One, Alan (ph) -- as Alan (ph) has said, it is important to recognize that individuals will have a growing presence online, but, sometimes, we may be a little bit too close to this question and not be able to back up and see the slightly larger picture, which is there are many people -- I'd say millions or hundreds of millions of people -- who have a very robust presence online, who have their own Web pages, who have a lot of other online activity, but who haven't registered domain names, therefore brought themselves into the WHOIS system.  
So there -- this is not an either-or, that you have to, you know, make this information available in order to exist online.  I think there are millions of examples to the contrary.  And, second, I think Thomas's (ph) example illustrates how difficult it is to draw some of these fine distinctions here, because he basically was saying, well, someone might want to be marketed to by their registrar.  In other words, called up by their registrar to say please send money, so that you can renew your domain name, but they don't want to marketed to by somebody else, and, therefore, we have to treat those two differently.  
It's very difficult to build those kinds of very fine distinctions into a system, and I suppose what we -- the current system has the virtue of simplicity.  It has some shortcomings, because of that simplicity, but, at least it's clear, you know, what the rules are.
DAVIDSON (ph):  But ...
STEVE METALITZ (ph) (?):  I'm sorry.  Go ahead.
DAVIDSON (ph):  Steve (ph), this is Alan (ph).  I would (ph) just (ph) say (ph) -- I mean, we do still have it (ph), but even in that world, even in a simple world, we have a -- my registrar knows my credit card number, right, but does not make that publicly available.  Registrars are very accustomed to keeping some kinds of information more confidential than other kinds of information.  And the only question is whether there are, you know, kind of, ways to spear (ph) that,  not to make too complicated, but, you know, if we couldn't find some way to make the most sensitive parts of this information, you know, less available.
ROESSLER (ph):  Well, if I may follow up to that.  Actually the most simplistic way to make the kind of distinction Steve (ph) has been -- has been alluding to is to leave the decision who gets what kind of contact information to the registrar and not force (ph) any (ph) class (ph) of (ph) protection (ph) upon him.  That's the absolutely simplest way.  
So I would actually disagree with the assessment that the current system has the benefit of simplicity in this point.
SARA (ph):  This is Sara (ph).  I think that last point of Thomas's (ph) is key.  I think it can really depend on consent of individuals.
CADE:  I hope I didn't lose everyone.
KRISTY (ph)(?):  Not me.
CADE:  OK.
DAVIDSON (ph):  Anyway, with that said, I mean, I know you -- I will just add -- this is Alan (ph) again.  You know, I -- obviously, though, yes, we are still interested in trying design systems that, you know, are not incredibly complicated, both for the individual and for the people, thus (ph), implement and use it.  So there is a balance here.  I agree.
CADE:  OK, guys.  We probably need to wrap up and move on to trying to work on finalizing our interim report and then the final report.  Any final questions or comments for Sara (ph) or for Alan (ph)?
DAVIDSON (ph):  I'd just like to say thank you for inviting me to join in, and I look forward to -- I'll be in Shanghai -- look forward to seeing some of you there, and we'd be happy to help out in, you know, your future deliberations on this, if it's useful.  Thanks.
SARA (ph)(?):  Thanks, Alan (ph).
CADE:  Alan (ph) ...
DAVIDSON (ph):  Thank you.
ROESSLER (ph):  Alan (ph), see you at the GA (ph) session. 
DAVIDSON (ph):  Yes.  Great.
ROESSLER (ph):  There will be with (ph) part (ph) to (ph) it (ph).  So, bye.
DAVIDSON (ph):  Bye-bye.
CADE:  Thank you, Alan (ph).  Can we turn to the -- can we turn to the interim report, then, and talk about trying to ensure that we get that posted?  And if turns out that not all the groups are ready, then, what I'd like to do is to plan to post the sections -- well, let's see where we are with all of our groups.  And I am not sure we have all of our team leaders on the phone, but we do have Steve (ph), and Steve (ph) has posted.  So, Steve (ph), can we just -- can we just sum up that your group is -- you have completed your ...
STEVE METALITZ (ph):  Yes.  I think our group is ready.  I don't know if it's quite in the right format for the -- for the report, but I think the content is there.
CADE:  Ca I ask each of you to also think about the three or four questions that you think people need to respond to.  And what I'd like to do at the end of each of the sections is insert the questions that you most think people should comment on and then -- that doesn't mean that people won't comment on other things, but, remember, we have to demonstrate consensus, or lack of consensus, on each of these issues.  
So if there's a particular set of questions that your group thinks should be asked, let's see if we can try to come up with the two or three and post to the list and, then, think about inserting them by the comments, so that the comments are more useful and more focused.  You could think about the format that ICANN often follows, and its call for comments, where it inserts a question at a particular point.  
And we don't have -- well, we have Karen (ph) with us.  Karen (ph), I know you've just gotten back on board from being ...
KAREN (ph):  Yes.
CADE:  ... for a bit.  Are you prepared to speak about your ...
KAREN (ph):  Yes.  We -- there hasn't been much change to the draft, but what Steve (ph) and I have talked about over the last week is actually reaching out to some of the people who actually hold bulk licenses to get their feedback.
CADE:  Good.
KAREN (ph):  And so we'll do that and, hopefully, wrap something up within the next week or -- next week, I think.
CADE:  No.  Not on that.  We're going to post the interim report tomorrow for comments.  We have to.  So -- but you should continue that outreach, in relation to the final report.
KAREN (ph):  OK.
CADE:  Is that OK?
KAREN (ph):  Yes.  That's fine.
CADE:  Thanks.  But -- and I think that's an excellent idea in your outreach.  So you're reaching out to those who hold bulk licenses now.
KAREN (ph):  Right.
CADE:  Are you also talking to some of the -- are you planning (ph) on talking further to the registrars, other than what we heard in our call?
KAREN (ph):  I hadn't planned on it.  No.  But that's something I can look at -- or we can look at for sure.
CADE:  I think that what we could do instead is just -- is ask.  You could think about just asking a question to the registrars in your list of questions about what their -- because it would be very helpful to have that actually documented in the comment process.
KAREN (ph):  OK.
CADE:  And is it your sense that -- well, can I ask -- let me go back to Steve (ph) and then to you, because we do need to assess where we have consensus within the group.  Do either one of you have any concerns about the state of consensus within the -- not just within your group, but within the taskforce?  Because we probably need to do what I did in the WLS (ph) and actually document -- we do need to document the state of consensus within the taskforce overall, on each of these recommendations.
STEVE METALITZ (ph):  Well, this is Steve (ph).  All -- I don't know whether we have consensus, except that these -- the recommendations that are in that -- what I posted today or yesterday have been, you know, circulated for several weeks, except in the case of the last point, which was, I think, the one Thomas (ph) raised about a redemption grace period.  That's only been out for a week or so.  So I can't -- I mean, I haven't -- people haven't voted, but it's kind of been on a negative option basis, I guess it's fair to say.
CADE:  I don't -- I don't think we have to vote now, but we are going to need to document that in the final report.  And ...
STEVE METALITZ (ph):  OK.  W ell, we can -- I mean, would we need to -- well, we could talk about it.  If it's just for the final report, we could talk about how to do that.
CADE:  Yes.
STEVE METALITZ (ph):  OK.
CADE:  Unless somebody has, like, a, you know, rip-roaring concern about what we are putting out in the interim report, then my thought would be that we could vote on the final report.  But if somebody has a strong objection, we should hear from them.  I'm -- and Karen (ph), what about you?  What about ...
KAREN (ph):  I -- you know, I don't really have a sense for -- and I should probably sort of, you know, circle back with the people in the group.
CADE:  I would say, if you remember, if you go back to our original analysis -- and Thomas (ph) and Kristy (ph) can check me on this -- and Abel (ph).  I believe that we all felt that the greatest unanimity existed in relation to the marketing resale bulk access.
KAREN (ph):  Right.
CADE:  But it would probably be good to just sort of circle back and maybe ask the group to respond to you offline about their personal -- the people who are not in your group.  Ask the rest of the group to respond to you about the recommendation.
ROESSLER (ph):  Well, if I may speak up, I think I have a feeling about some objectives about which we really agree.  That's assuming that as (ph) usual -usually Steve (ph) and I are the ones who most -- have most disagreement on topics and -- well, the things I believe the two of us are agreeing upon is that something should be done about marketing uses of bulk data.  
The question is just how should that be done, and I'm not sure we have any kind of consensus about that.  Is that right, Steve (ph)?
STEVE METALITZ (ph):  Well, I think what Karen (ph) had circulated gave some proposals for how ...
ROESSLER (ph):  Yes.
STEVE METALITZ (ph):  It doesn't answer all the questions, obviously.  For example, where it said you should be able to -- you know, the question of what is our catalog of legitimate uses that you should be able to do.  That we ...
ROESSLER (ph):  I think ...
STEVE METALITZ (ph):  We haven't resolved it at that level of detail, but I agree ...
KAREN (ph):  Right.
STEVE METALITZ (ph):  ... that based -- at the level that is stands now, I agree there is a consensus -- from my perspective.
ROESSLER (ph):  Same from my perspective, so what I would basically suggest that working group four could do is to document at high level of consensus and, really, just throw the catalog (ph) of possible options and a lot of questions into the interim report, just saying we are still thinking.  We want your feedback.  Here are our ideas.  Please comment.  I think that will be easiest and fastest and the most productive.  What do you folks think?
STEVE METALITZ (ph):  That sounds -- that sounds right to me.  I think, as Marilyn (ph) suggested, if we can come up with a list of some of the key questions that we want people to respond to, one of which, you know, would be what are the -- is it possible to come up with a list -- definitive list of legitimate uses or of illegitimate sues.
KAREN (ph):  Yes.  Maybe -- what I'll do is, tonight, before I leave, I will take a look, again, at the draft that was circulated, come up with some suggested questions, circulate them to working group four and then -- and then we can post it, Marilyn (ph), tomorrow, together with the questions that we've come up with.
CADE:  OK.
STEVE METALITZ (ph):  Hello?
KRISTY (ph)(?):  Hello.
STEVE METALITZ (ph):  Are we still ...
CADE:  Sorry, guys.  I had you on mute.
KAREN (ph):  I'm like, "Oh God.  I hope I didn't say anything too offensive."
CADE:  Well, I was just wondering out loud what we were going to do about Ram's (ph) group.  Anyone have a comment on the work that's gone on there?
STEVE METALITZ (ph):  This is group two?
CADE:  Yes.
STEVE METALITZ (ph):  I'm just trying to look through my file here.
CADE:  It's ...
STEVE METALITZ (ph):  I think we had circulated -- something had been circulated in ...
CADE:  Yes.  It's quite -- it's not -- we haven't had -- we haven't had an update anytime recently, though, when I went back and looked at it.  And my e-mail from him on Friday was that he thought it was pretty final.  So I guess what I will do -- I will call him and see if I can find him and just re-verify that he -- because I -- I'm not sure.  
It will not have taken into account the outreach we did with the CCTLDs (ph), as I recall the drafting schedule.  So I need to go back to him and take a look at that.  Am I turning to Kristy (ph)?
KRISTY (ph):  No.  This is Kristy (ph).  We are advancing and advancing and advancing ...
CADE:  Yes.
KRISTY (ph):  ... and Tim Denton (ph) needs -- he's our final, super editor, and, probably -- he wanted to do it tomorrow, but I think he's going to need to do it this evening when we have our telephone call -- go ahead and finish making sure that our language is legible.  How's that?  Tim's (ph) going to make sure we have a really high level of readability.
CADE:  And I know he is leaving for Bangladesh for a week, so he needed to get this done before he left.
KRISTY (ph):  Right.
CADE:  OK.
KRISTY (ph):  Right.  So we have that.  I've -- I sent out an advanced report last week and received stuff back from Troy (ph) and Abel (ph), and we're just waiting on Tim (ph).
CADE:  So ...
KRISTY (ph):  We haven't heard anything from Phil (ph) at all.
CADE:  Yes.
KRISTY (ph):  But -- maybe we should include the group tonight, when I send the updated information out to the working group three, just to the NC (ph) who -- for his group to hold it, so people can give back negative feedback, if there is any.
CADE:  That ...
KRISTY (ph):  Is that OK?
CADE:  That'd be great.  That'd be great.  Then what I propose to do this evening is to draft the three or four paragraphs, introduction and closing to the interim report and send it out to all of you for your editing.  It's -- it is not intended to replace the drafting for the final report, but I can -- it sort of -- it will explain what the interim report addresses and what the process is that we're asking people to comment on.  And we've taken a lot of comments, but we need to start, now, drafting the final report.  
I've also just reposted the terms of reference to the group, remembering that WHOIS is a very different taskforce than other taskforces.  Part of our job is to recommend what additional work, if any, is needed.  And that, I think, is something that we need to start really trying to crystallize in our minds.  What do we think the policy changes, if any, that would be made to -- that we would recommend today, and what additional work would we recommend?  What are the areas where we think additional work is recommended, and how do we think that additional work should be undertaken? 
DO we think that, for instance, different work initiatives would be needed on examining some of the -- well, let me back up for a minute.  There's a need, probably, to comment on what role, if any, we think the emerging, technical, standardization work in CRISP (ph) might play in addressing some of the issues.  And I don't expect this group to be definitive in these -- in these areas, but to make suggestions for consideration.  So the technical (ph) area (ph) might be one.  Area of cost that (ph) are (ph) associated with changes that we recommend.  I'm not talking about our recommending a price, by any means.  I'm just talking about the fact (ph) that (ph) there (ph) are (ph) some changes, that we may recommend or think need further work, that have costs associated with them (ph).  
And so the task force should make some statement about how we expect costs would have been to be addressed, maybe just in the area of options, because it's very preliminary for us to go much beyond that.  It might be that the group would, in fact, recommend that a better analysis of the -- of the -- of the different kinds of approaches that are being undertaken by CCTLDs (ph) to address privacy in the form of a boarder dialogue or survey might be indicated.  We certainly had very productive conversations with the four who we talked with and, I think, learned a good amount about the innovation that is going on there.  
But those are some of the kinds of things that we might be thinking about -- would need to be further work in progress -- keeping in mind, again, that we need to be putting out some recommendations for what work continues, who does it, where it's done, et cetera.  Do I have comments -- anyone?
If not, can I turn us, for just a minute, to a discussion about the draft then (ph)?  That'll be (ph) plenty (ph).  I sent out the outline for (ph) final (ph) (INAUDIBLE) and Louis Tutton (ph).  And I know it's pretty bare bones, but among the things that we have to document are the levels of agreement and disagreement and the outreach that we've undertaken.
STEVE METALITZ (ph):  Marilyn (ph), this is Steve (ph).  Let -- can I ask a question about that?
CADE:  Yes.
STEVE METALITZ (ph):  Like -- I guess you're referring to B-1 (ph) -- Documentation On Extent of Agreement and Disagreement Among Impacted Parties and then Outreach Undertaken -- Input Received ...
CADE:  Right.
STEVE METALITZ (ph):  ... In Various Public -- OK.  You know, in some cases, you know we've had formal processes.  In other words, we posted the report at the time of Bucharest (ph,) and people had an opportunity to comment on it, and we read those comments.  This -- and then we've also had the, more or less, ad hoc efforts that you (ph) led here to bring people onto the calls and so forth.  
Is that -- is this a question of documenting that, or is there something else that needs to be done before this can be a final report.  Because it's -- again, it's a final report, some of its -- some of its recommendations may require further -- you know, if we recommended, for example, that ICANN make certain changes in the registrar accreditation agreement, then, presumably, some further process would have to be followed to do that.
CADE:  Yes.  And let me say yes to both of those, Steve (ph).  I mean, basically, what we need to do is -- and you guys can go online at the transfers (ph) taskforce and look at the final version of the WLS (ph), as an example of the kinds of things we need to do.  So we would need to discover, I think (ph), the (INAUDIBLE) outreach that we've (ph) done so far, both formal and informal, which would include the presentations of the GA (ph), the formal posting, the informal participation from invited guests, the final posting for comments.  So we need to document all that.  Just -- which means just writing it up and providing links to where people can go to look at it.
KRISTY (ph):  This is Kristy (ph).  Did we have -- I know there were some -- oh, shoot.  Now I just forgot what they're called.  You know, a text file -- who said what and so on and so forth -- from our meetings, or do we need to still listen through to those?
CADE:  We have minutes and, then, we have MP3 recordings, and, then, we have a transcript from last week's call and this week's call.
KRISTY (ph):  Great.
CADE:  So we just -- we just ...
STEVE METALITZ (ph):  We just need to link to those, right?  We don't have to ...
CADE:  Right.
STEVE METALITZ (ph):  ... go through those and ...
CADE:  We need to ...
STEVE METALITZ (ph):  ... summarize.
CADE:  ... summarize the general findings and then to link to them.  That's right, Steve (ph).
ROESSLER (ph):  Also, I have another question.  This kind of -- the outline and this report form that you have posted here is basically of a thing (ph) of input and end (ph) conflicts (ph) back for a formal policy -- for a formal policy.  Is that right?
CADE:  Yes.
ROESSLER (ph):  So if I'm not mistaken, it would mean that we would have to document the actual agreements and disagreements and outreach, with respect to the specific recommendations we are going to make in the interim (ph).  Well -- and some of them -- the (ph) impression that this will be difficult, because we have been hearing suggestions, but we have been hearing little feedback on actual recommendations, in part because these recommendations are just in the process of being prepared by the working groups.  So I'm a little confused about what we are doing with that report.
CADE:  Thomas (ph), go -- I think that we've been -- our final recommendations are being put forward now, but they'll be posted in the interim report for 10 days' comment and, then, put into the final report and posted again.  So ...
ROESSLER (ph):  OK.  And that's (ph) the other one for the final report.  OK.  Confusion removed.  Thanks.
CADE:  What else?  I'm going to be heavily reliant on some volunteer support as well (ph).  And you guys can see I'm going to have both limited Internet access and limited phone access for two weeks.  And, in theory, I'm there doing something else -- protecting the Internet from government, or something of that nature, or dialogue ...
KRISTY (ph)(?):  Help.
ROESSLER (ph):  Or protecting governments from the Internet.
CADE:  It could be.  So if you would each take a look at the (ph) sections, and I'm going to talk to Tony (ph) later today, and I think we're going to try to sort of do what we did last time and see if we can recruit some of you to take the lead as maybe chapter (ph) chair (ph) on a few of these areas. 
And, Thomas (ph), I would like to talk with (ph) you and Kristy (ph) and Gail (ph) and see if we can figure out, in our final report, which of the -- which of the statistical stories that we will link the -- to this draft, but we need to probably pull out a few and make sure that we have a coherent document that can be posted and (ph) walked-through at (ph) the (ph) GA (ph) itself.
HARRIS (ph):  Yes.  That's a good idea, because, then, you can relate suggestions and proposals, as to what to do, back to what the survey showed us.
CADE:  Right.
ROESSLER (ph):  I'm sorry, Marilyn (ph).  There was a strong amount of noise in your last sentences.  I didn't get everything you said. 
CADE:  Sorry.
ROESSLER (ph):  Could you repeat it?
CADE:  Yes.  I just said what I'd like to do is have Tony (ph) and Kristy (ph) and Gail Deluca (ph), my -- the person who works with me to do my PowerPoints -- to work with us to figure out what the -- what we do, in terms of linking back to the survey finding.  
The other thing that I want to mention to everyone is we may actually have an opportunity to have a dialogue with GAC about their views on WHOIS.  I'm still trying to figure out if, in fact, they are going to find time for the taskforce -- to have that dialogue.  
HARRIS (ph):  Who's Jack (ph)?
CADE:  The GAC.
HARRIS (ph):  I'm sorry.
CADE:  Sorry -- G-A-C.  Anything we -- anything else?  Otherwise, I think that we will be trying to do as much as possible by e-mail, and I hope to be able to finalize stuff that people will feel comfortable with, so that we can post the interim reports, probably late tomorrow.  But I need to get you guys -- and Tony (ph) -- the draft introduction and closing on it today.
KRISTY (ph):  I have a comment.
KRISTY (ph):  For better searchability, one of the things that we've been doing in our advancements (ph) is adding some statistics from our initial report.  And I think that will really help this movement that you've just mentioned.  One of the things that might be nice -- if the other group could denote where we -- where we might want to go and (ph) put (ph) statistics in their report, if they haven't already included those.  That'd kind of give us some shortcuts.
CADE:  Yes.  That's an excellent idea.  Can I -- Karen (ph), Steve (ph), can I ask you to do that?
STEVE METALITZ (ph):  Sure.  
CADE:  And tell me on the group, because I can't remember -- who on the call is on Ram's (ph) group?
STEVE METALITZ (ph):  I think I was in that group.
CADE:  Hello?
STEVE METALITZ (ph):  This is Steve (ph).  I think I was in that group.
CADE:  Yes.  I think you ...
KAREN (ph)(?):  I was ...
WISMAN (?):  What number group is that?  Is that three or four?
CADE:  Two.
LAURENCE DJOLAKIAN (ph):  So I was in the group, Marilyn (ph), but I don't think -- we didn't work enough, I think.  I didn't see anything circulated.  On the other hand, I'm not figured (ph) out (ph) yet on my e-mail for the moment.  So ...
CADE:  There hasn't been anything recent.
LAURENCE DJOLAKIAN (ph):  OK.
CADE:  Yes.
LAURENCE DJOLAKIAN (ph):  OK.  Right.  So ...
CADE:  Well, let me see if I can find him, and if not, then --  Tony (ph), maybe we can get you to reconvene the group, if he's not available to do it.
HARRIS (ph):  OK.  I wasn't -- I wasn't assigned group two, but I'll do that, if necessary.
CADE:  Well, I think I was, but I'm going to drop out of pocket ...
HARRIS (ph):  I was on one and three.
CADE:  Right.  Right. 
LAURENCE DJOLAKIAN (ph):  So, Marilyn (ph), I'm really sorry, but I just cannot hear anything, so I'm sorry to show (ph) that (ph) -- for working group four?  Has there been a new agreement, or did you report to them working group four?
STEVE METALITZ (ph):  That was -- that was Karen's (ph) report, LAURENCE DJOLAKIAN (ph).
LAURENCE DJOLAKIAN (ph):  OK.  I missed it.
STEVE METALITZ (ph):  And I can catch up with you offline.
LAURENCE DJOLAKIAN (ph):  Yes.  OK.  Thank you, Steve (ph).
ROESSLER (ph):  I have two questions.  First one -- I think there was some idea to have a meeting on Sunday in Shanghai.  We'll be there on that day already, and have their been any times made for that already?
STEVE METALITZ (ph):  I don't -- I don't arrive until Sunday.
CADE:  Steve (ph), what time do you arrive?
STEVE METALITZ (ph):  I don't know.  I'll have to check.
CADE:  It's probably late.
STEVE METALITZ (ph):  Probably late.
CADE:  I had hoped to have working group on Sunday, just to go through ...
WISMAN:  What date is that Sunday?
STEVE METALITZ (ph):  October 27th, I think.
CADE:  Yes -- October 27th.
STEVE METALITZ (ph):  I believe I arrive early in the morning that day.
LAURENCE DJOLAKIAN (ph):  I will be there as well.
CADE:  OK.  Let me ask both ...
HARRIS (ph):  If I have the money to travel, I'll -- I'm booked to be there Saturday.
CADE:  OK.  Let me -- let me ask people to respond to Glen (ph) and to me about when you're going to get in.  Monday is going to be very crowded to do a separate meeting.  And the purpose of the meeting is just to prepare for our walk-through at the GA (ph) and to be able to respond to questions.  
And I asked Glen (ph) to work with me to check on dial-in availability, as well, since I know not everyone is going to be there.  But I expect Tim (ph) to be there, Ken (ph) to be there, although -- in any case -- and LAURENCE DJOLAKIAN (ph), myself, hopefully Tony (ph), Abel (ph), Thomas (ph) -- Karen (ph), right?
KAREN (ph):  Yes.
CADE:  And Ram (ph), I believe, so we are going to have good turnout from the -- from the group.  I don't -- I think I may have missed -- and Phillip (ph) will probably be there, as well.  But let me -- let me ask people to respond.  I'll send an e-mail, after I talk to Tony (ph), and ask people to respond with details, and we'll try to plan accordingly.  
Anything we need to do right now -- I am going to, after we talk -- after Tony (ph) and I talk, I'm going to be making my implement about people taking the lead on helping to draft particular chapters and the final report.
WISMAN:  That's no problem.  What time are you thinking of sending out any information tonight?
CADE:  Late.
WISMAN:  Yes.  Well, OK -- late.  What time?  I mean late for you is early in the morning for me (ph).
CADE:  Yes.  I -- maybe by midnight my time.
KRISTY (ph):  What time are you waking up, Abel (ph)?
WISMAN:  I don't know.  I usually get to bed around -- about 3:00 a.m., and I'm up again at 7:00 a.m., so ...
KRISTY (ph):  Exactly -- 7:00 a.m.
CADE:  OK.  Thank you, everyone.  Any final comments or views or concerns from folks that we need to think about or take into account?
ROESSLER (ph):  One request to the -- to the electronic (ph) policy (ph) guys.  One of the bypasses (ph) users, who actually makes a connective (ph) service out of that has already mentioned briefly (ph) on (ph) the (ph) call (ph) -- that's Thomason and Thomason (ph).  But I would be really curious to learn about other such providers.  
If there are any search services you are using, I think it would be a great idea to just send your LSR (ph) Web site to the list, so we can see what they are doing with it and how they are marketing their product.  I think this could be a nice preparation for some of our coming work.  OK?
STEVE METALITZ (ph):  Yes.  We could try to do that.
ROESSLER (ph):  Thank you.
CADE:  Great.  There's this one final step I haven't been able to conclude.  I'm going to try it again.  I had invited the staff to come on the call and talk with us about where they saw that our recommendations would be requiring revisions to exiting contracts or accreditation.  They haven't been able to do that, but -- so what I renegotiated was that, based on the interim report, that they would respond to us, probably by e-mail to the group, with their views, based on the interim report.  But I just wanted to update you on that.  We're all doing too much.  Thanks, everyone.
END
___________________________
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