Re Question 5 

The respondents were asked what the purpose of the « whois » should be.  It clearly appears that for all categories of respondents the purpose should be to check whether a domain name is available and to identify who is responsible for a domain name. Individuals particularly support the need to identify on-line merchants and to source unsolicited commercial communications. In addition, a plurality of respondents amongst all categories (not only commercial and governments but also non-commercials, and “others”) stated that the purpose should also be to identify on-line intellectual property infringements. In the free text responses, the majority of respondents underlined the following elements: the need to know with whom they are dealing with, the ability to access technical contacts, to know the names owned by a company, to deter irresponsible behavior and track spammers, to identify suspicious IP addresses.  

Re Question 6:  

[NOTE:   A grand total line should be added to both charts reflecting responses to this question.]

In contrast to the preceding questions, question 6 asked respondents to choose among three statements in identifying the issue about which they were “most concerned” with respect to Whois data.  A plurality of respondents (40.7% of the total) agreed that they were “most concerned about effective identification of who is behind a specific domain for consumer protection or intellectual property protection purposes.”  This was the leading choice among all categories of respondents, except among ISPs, 60% of whom felt that “ensuring that Whois supports the resolution of technical problems on the Internet” was the most important concern, and among governmental respondents, for whom the technical problems response tied with the effective identification response.  “Protecting the privacy of domain name registrants” was not identified as the main concern of any group of respondents, and was chosen less often than “effective identification” by every group, although among respondents who identifgied themselves as individuals the privacy concern placed a close second to effective identification (29% to 34%).  Overall, about 5% of respondents rejected the three choices and identified an “other” “main concern” regarding Whois data; these responses have not yet been reviewed.  

Re Question 7:  

[NOTE:  The tabulation concerning responses to the first part of this question (yes or no as to experiencing inaccurate data) should be added.]

Question 7 asked whether respondents had been harmed or inconvenienced by inaccurate, incomplete, or out of date Whois data.  42% of respondents said they had experienced this and 52% had not.  Similarly, about half of the respondents thought that less than 5% of the Whois records they had relied upon had been inaccurate, while 22% estimated inaccurate records to be in the 5-25% range, and about 11% thought that more than one-quarter of the records were inaccurate.  Individual and ISP respondents were most likely to report very low estimates (68% in each category chose “under 5%”), while registrars/registries were most likely to report the highest estimates (21% of these respondents thought that 25% or more of the records were inaccurate).  The free-text responses, in which respondents were asked to describe the harm or inconvenience caused by the inaccurate data and to state how they thought an improvement in accuracy might best be achieved, have not yet been analyzed.  

Re Question 8:

[Grant totals needed: the grand totals below are taken from the 17 October 2001 document and may need to be adjusted.]

This question listed the data elements currently provided by Whois with regard to registrations in .com, .net and .org, and asked whether respondents considered these adequate, inadequate, or unnecessary for their purposes.  A strong majority of respondents in every category (ranging from 67 to 89%) stated that the current list of data elements is adequate.  Overall, less than 11% of respondents thought that additional data elements should be provided in Whois, while less than 16% considered some of the elements unnecessary.   These data strongly suggest an overall high level of satisfaction among these respondents that Whois in the original gTLD environment collects and makes available the right kinds of data.  The level of satisfaction did vary somewhat across categories, however, with 16% of non-commercial respondents believing that more data elements should be included, while 26% of individual respondents thought some data elements were unnecessary.

Questions 8.1 and 8.2 invited respondents to identify specific data elements they would like to see added to, or subtracted from, those currently made available to the public in Whois.  As noted above, systematic analysis of these responses has just begun, and no summary can be provided at this point.  

Re Question 9:

Building on the general attitudes expressed in response to question 8, this question sought to elicit more specific answers about the perceived value of each specific data element within the com/net/org Whois.   Respondents were asked to label each data element as essential, desirable, or valueless.  Not surprisingly in light of the responses to question 8, more than half of respondents found each individual data element now in the com/net/org Whois to be essential.  Perhaps more remarkably, this held true for nearly every category of respondent with respect to nearly every data element.  The lowest proportion of “essential” responses to any part of this question was 39%, by individual respondents with regard to the date of registration data element; and even there, 48% of the same individual respondents called this data element “desirable,” with only 12% deeming it “valueless.”  The clear trend of satisfaction among these respondents with the information currently provided to the public by Whois is evident in the responses to question 9 as well as 8.   

Re Question 10:
The first question was whether “whois” databases should allow the search of data elements other than domain names.  It should be noted that most respondents in every category (between 53 and 76%) are willing to conduct searches on data elements other than domain names.  A plurality (commercial respondents but also governmental, non- commercial and “others”) underlined that the name, postal address of the registrants should also be used as search keys.  Governmental and individual respondents underlined the need to search information on the registered domain by using the IP addresses of the primary and secondary name servers; ISPs, non commercial and registrars/registries underlined their will to use as search keys the name of the second level domain registered.
Amongst all categories, a plurality of respondents (between 31% and 59 %) asked for enhancements to searchability to be provided. In the free text responses, a majority of respondents mentioned that the costs should be borne by the registrar or the registrant. It should be noted that some respondents said that it should be “free of charge” or financed by advertising. 

